**Ministru kabineta rīkojuma projekta „Grozījumi Elektronisko identifikācijas karšu koncepcijā” sākotnējās ietekmes novērtējuma ziņojums (anotācija)**
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| **I. Tiesību akta projekta izstrādes nepieciešamība** | | |
| 1. | Pamatojums | Elektronisko identifikācijas karšu koncepcija, kas apstiprināta ar 2010. gada 10.februāra Ministru kabineta rīkojumu Nr.62; grozīta ar Ministru kabineta 2011.gada 16.augusta rīkojumu Nr.377 (turpmāk - Koncepcija).  “Valdības rīcības plāns Deklarācijas par Māra Kučinska vadītā Ministru kabineta iecerēto darbību īstenošanai”, kas apstiprināts ar Ministru kabineta 2016.gada 3.maija rīkojumu Nr.275, deklarācijas sadaļas “Tautsaimniecības stiprināšana” pasākums Nr.35.9 (turpmāk – Valdības rīcības plāns).  Informācijas sabiedrības attīstības pamatnostādnes 2014.-2020.gadam, kas apstiprinātas ar Ministru kabineta 2013.gada 14.oktobra rīkojumu Nr.468, 5.4. un 5.5 nodaļa.  Pamatnostādnes "Latvijas kiberdrošības stratēģija 2014.-2018.gadam", kas apstiprinātas ar[Ministru kabineta 2014.gada 21.janvāra rīkojumu Nr.40](http://polsis.mk.gov.lv/api/file/file5913.doc), grozītas ar [Ministru kabineta 2014.gada 9.jūlija rīkojumu Nr.347](http://polsis.mk.gov.lv/api/file/file59924.doc). |
| 2. | Pašreizējā situācija un problēmas, kuru risināšanai tiesību akta projekts izstrādāts, tiesiskā regulējuma mērķis un būtība | Ministru kabineta rīkojuma projekta izstrādes mērķis ir, sākot ar 2017.gada 1.janvāri, nodrošināt sertifikācijas pakalpojuma sniegšanas nepārtrauktību, kas ir elektroniskās identifikācijas kartes (personas apliecības) (turpmāk – eID karte) viena no svarīgākajām pamatfunkcijām – personas identitātes un gribas apliecināšana elektroniskajā vidē.  **1.** Koncepcijas mērķis bija ieviest jaunu personu apliecinošu dokumentu – eID karti, kas cita starpā nodrošinātu Latvijas pilsoņu un pastāvīgo iedzīvotāju parakstīšanos ar drošu elektronisko parakstu un autentifikāciju elektroniskajā vidē. Koncepcija paredz, ka eID karte atbilstu Eiropas Savienības (turpmāk – ES) normatīvajos aktos noteiktajām prasībām un Starptautiskās Civilās aviācijas organizācijas (ICAO) standartiem, kā arī efektīvākajā veidā būtu izmantojama elektroniskajā vidē sertifikācijas pakalpojumu saņemšanai, proti, lai autentificētos informācijas sistēmās un lietotu e-parakstu saskarsmē ar valsts un pašvaldību institūcijām. Saskaņā ar apstiprināto Koncepcijā ietvertā risinājuma 3.variantu Pilsonības un migrācijas lietu pārvalde (turpmāk – PMLP) izsniedz eID karti, kurā iekļauti autentifikācijas un e-paraksta lietošanas līdzekļi.  **2.** Pamatojoties uz Ministru kabineta 2008.gada 28.maija sēdes protokollēmumu (Nr.35, 2.§), sākot ar 2009.gada 1.jūniju, vienīgais uzticamais sertifikācijas pakalpojumu sniedzējs (turpmāk – USPS) Latvijā ir valsts akciju sabiedrība “Latvijas Valsts radio un televīzijas centrs” (turpmāk – LVRTC). Ar Ministru kabineta 2011.gada 16.augusta rīkojumu Nr.377 “Grozījumi Elektronisko identifikācijas karšu koncepcijā” (turpmāk – Rīkojums) tika noteikts, ka sertifikācijas pakalpojumus personas apliecībā sniedz LVRTC. Ar Rīkojuma 3.punktu PMLP saskaņā ar Publisko iepirkumu likuma 8.panta septīto un 7.1 daļu tika uzdots noslēgt līgumu ar LVRTC par sertifikācijas pakalpojumu piegādi eID kartes izsniegšanas nodrošināšanai, paredzot, ka līguma darbības termiņš ir pieci gadi.  **3.** Personu apliecinošu dokumentu likuma (turpmāk – Likums) 5.panta ceturtā daļa nosaka, ka personas apliecībā iekļauj informāciju elektroniskā formā, kas nepieciešama personas apliecības turētāja elektroniskai identitātes pārbaudei, kā arī droša elektroniskā paraksta radīšanai. Ministru kabinets nosaka personas apliecībā iekļaujamās informācijas apjomu un saturu, tās izveidošanas, aktivizēšanas, deaktivizēšanas un atjaunošanas kārtību, kā arī lietošanas ierobežojumus. Uz Likuma pamata izdoto Ministru kabineta 2012.gada 21.februāra noteikumu Nr.134 “Personu apliecinošu dokumentu noteikumi” (turpmāk – Noteikumi) 11.punktā ir noteikts, ka personas apliecībā ir iestrādāts datu nesējs – kontakta mikroshēma, kura atbilst prasībām, kas tiesību aktos noteiktas drošiem elektroniskā paraksta radīšanas līdzekļiem, un kurā personai no 14 gadu vecuma ir iekļauta šāda informācija:   1. dati elektroniskā paraksta radīšanai un pārbaudei; 2. kvalificēts elektroniskā paraksta sertifikāts; 3. dati elektroniskai identitātes apliecināšanai un pārbaudei; 4. autentifikācijas sertifikāts; 5. dati iekļautās informācijas aizsardzībai un automatizētai apstrādei (metadati).   Noteikumu 32.punktā ir noteikts, ka, ja personas apliecībā ir iekļaujama Noteikumu 11.2. un 11.4. apakšpunktā minētā informācija (turpmāk – sertifikāti), persona piesakās LVRTC kā USPS sniegtajiem sertifikācijas pakalpojumiem (turpmāk – sertifikācijas pakalpojumi). Līdz ar to Noteikumos ir noteikts, ka sertifikācijas pakalpojumus personas apliecības turētājam sniedz LVRTC.  **4.** Lai nodrošinātu Rīkojuma, kā arī Likuma un Noteikumu izpildi, 2012.gada 2.janvārī starp LVRTC un PMLP tika noslēgts Līgums par sertifikācijas pakalpojumu sniegšanu Nr.2011/39 (turpmāk – Līgums). Līgums paredz, ka PMLP pasūta un LVRTC sniedz sertifikācijas pakalpojumus, lai PMLP nodrošinātu autentifikācijas sertifikātu, parakstīšanas sertifikātu un šifrēšanas sertifikātu iekļaušanu personas apliecībā. Līgums paredz LVRTC nodrošināt personas apliecības turētājam bezmaksas 120 laika zīmogus. Saskaņā ar Līgumu LVRTC sniedz sertifikācijas pakalpojumus PMLP līdz 2016.gada 31.decembrim. Ievērojot minēto, secināms, ka nav tiesiski noteikta risinājuma, kas no 2017.gada 1.janvāra nodrošinās sertifikācijas pakalpojuma sniegšanas nepārtrauktību. Proti, beidzoties Līguma termiņam eID kartēs netiks nodrošināta viena no tās svarīgākajām pamatfunkcijām – personas identitātes un gribas apliecināšana elektroniskajā vidē. Pakalpojuma nepārtrauktības nodrošināšana vienlīdz ir nozīmīga arī esošajiem eID kartes lietotājiem, kuri ir saņēmuši vai saņems eID kartes līdz līguma darbības beigām - 2016.gada 31.decembrim. Minētā līguma ietvaros izsniegtās eID kartes, atkarībā no izsniegšanas datuma, būs derīgas līdz 2021.gada 31.decembrim, līdz ar to ir nepieciešams radīt pēctecības mehānismu, kas spētu eID karšu lietotājiem sniegt pilnvērtīgu atbalstu eID kartē iekļauto elektronisko iespēju izmantošanā.  **5.** Lai nodrošinātu privātpersonām maksimāli efektīvu pakalpojumu sniegšanu un ērtu pakalpojumu pieejamību, kā arī, lai īstenotu Valdības rīcības plānā iecerēto un Ministru kabineta prioritāro rīcības virzienu tautsaimniecības attīstībai paredzēto, šobrīd tiek izstrādāti vairāki apjomīgi un būtiski nozaru projekti elektroniskās pārvaldes attīstībā, kuru izmantošanai nepieciešama personas identificēšana, realizējot to ar eID kartes starpniecību.  Oficiālās elektroniskās adreses likums 2016.gada 16.jūnijā tika pieņemts Saeimā 3.lasījumā un stāsies spēkā 2018. gada 1. martā. Minētā likuma 9. pants nosaka, ka piekļuve oficiālajai elektroniskajai adresei (turpmāk – e-adrese) tiek nodrošināta ar kvalificētiem personas elektroniskās identifikācijas līdzekļiem. Vienīgais līdzeklis, ko šobrīd valsts var apzināt un garantēti nodrošināt tā atbilstību spēkā esošajam tiesiskajam regulējumam un ar kuru varēs nodrošināt piekļuvi e-adresei, ir eID karte, jo:   * valsts nevar garantēt komersantu ieinteresētību sniegt, identifikācijas pakalpojumus, kas saskaņā ar Fizisku personu elektroniskās identifikācijas likumu atbilstu kvalificētiem identifikācijas pakalpojumiem, līdz ar to nav zināms, vai potenciāli e-adrese būs pieejama ar kādu citu identifikācijas rīku, izņemot eID karti. Izrietoši valstij būtu jāgarantē iedzīvotājiem vismaz viens augsta uzticamības līmeņa piekļuves rīks; * eID karte ir vienīgais prasībām atbilstošais elektroniskās identifikācijas līdzeklis, kurā saskaņā ar Likumu un Noteikumiem tiek iekļauts autentifikācijas un elektroniskā paraksta sertifikāts, kas identificē personu un kas tiek izsniegts no 14 gadu vecuma (e-adresi kā neobligātu varēs izmantot arī Iedzīvotāju reģistrā reģistrēta fiziska personas no 14 gadu vecuma un reģistros nereģistrētas personas).   Ministru kabineta 2014.gada 11.marta noteikumu Nr.134 “Noteikumi par vienoto veselības nozares elektronisko informācijas sistēmu” 31.punkts noteic, ka no 2017.gada 1.janvāra e-veselības informācijas sistēma pacientiem būs pieejama, izmantojot tikai eID karti. Secināms, ka pacienta tiesības pilnvērtīgi varēs izmantot tikai tās personas, kurām ir eID kartes ar aktivizētiem droša elektroniskā paraksta un autentifikācijas sertifikātiem – šobrīd tikai 8.65% no kopējā iedzīvotāju skaita.  Kopš 2012.gada kopumā ir izsniegtas 780 564 eID kartes, no kurām eID kartes elektroniskās iespējas (droša elektroniskā paraksta un autentifikācijas sertifikāti) ir aktivizēti 171 388 eID kartēs. Tas nozīmē, ka 609 176 eID kartes turētājiem, lai izmantotu vienu no eID kartes pamatfunkcijām – apliecinātu identitāti un gribu elektroniskajā vidē (turpmāk – e-vidē), nāksies vēlreiz doties klātienē uz PMLP. Tādējādi var tikt radīts papildu administratīva sloga risks gan iedzīvotājiem, gan PMLP, jo ir atkārtoti jāapkalpo klienti, turklāt, saskaroties ar problēmām eID kartes pielietošanā, mazinās lietotāju paļaušanās uz eID karti kā uzticamu rīku e-vidē.  Līdz ar 2016.gada 1.jūliju tiks piemērota Eiropas Parlamenta un Padomes 2014.gada 23.jūlija Regula (ES) Nr. 910/2014 par elektronisko identifikāciju un uzticamības pakalpojumiem elektronisko darījumu veikšanai iekšējā tirgū un ar ko atceļ Direktīvu 1999/93/EK (turpmāk - eIDAS regula), līdz ar to dalībvalstīm būs:   * jāizveido un jāpaziņo savas nacionālās identifikācijas shēmas; * e-pakalpojumi būs jānodrošina visiem ES rezidentiem neatkarīgi no tā, no kuras ES dalībvalsts pakalpojums tiks pieprasīts.   Proti, ja Latvijā būs noteikts, ka e-pakalpojumu var saņemt ar eID karti, tad dalībvalstij būs jānodrošina pakalpojuma saņemšana ar jebkuras ES dalībvalsts izsniegtu eID karti un otrādi – ar Latvijā izsniegtu eID jānodrošina piekļuve citu dalībvalstu e-pakalpojumiem. Attiecīgi, neizpildot eIDAS regulas prasības, Latvijā nodrošinātais drošs elektroniskais paraksts un radītie e-identitātes un gribas izpausmes rīki e-vidē netiks starptautiski atzīti, un netiks nodrošināts, ka iedzīvotāji, uzņēmumi un valsts pārvaldes iestādes var izmantot savas valsts elektroniskās identifikācijas līdzekļus, lai piekļūtu e-pakalpojumiem citās ES valstīs.  Ministru kabineta 2015.gada 31.marta noteikumi Nr.153 „Noteikumi par pasažieru kategorijām, kuras ir tiesīgas izmantot braukšanas maksas atvieglojumus maršrutu tīkla maršrutos” paredz ieviest sabiedriskajā transportā jaunu uzskaites un izmaksu kompensēšanas sistēmu personām, kam ir valsts noteikti braukšanas maksas atvieglojumi. Efektīvākais un drošākais risinājums 100% atvieglojumu kategoriju personu identifikācijas un uzskaites sistēmai sabiedriskajā transportā ir eID karte, jo:   * braucienu un personu identifikācija notiktu bez naudas līdzekļu aprites, izmantojot uzstādīto infrastruktūru; * tiks uzlabota braukšanas maksas atvieglojumu saņēmēju braucienu uzskaite; * personu sensitīvos datus kontrolē valsts; * tiek gūta lielāka atdeve valsts līdzekļu ieguldījumam eID kartēs; * privātais sektors (bankas) nav gatavas izstrādāt tehniskos risinājumus, lai apmainītos ar starpbanku informāciju par braukšanas maksas atvieglojumu saņēmējiem izsniegtajiem norēķinu līdzekļiem; * Ja šādu risinājumu īsteno viena vai vairākas bankas, kuras savstarpēji neapmainās ar informāciju un nenodrošina citas bankas izsniegto norēķinu līdzekļu apstrādi savas bankas POS terminālos, slēgtas sistēmas risinājums liedz iespēju pasažierim identificēt braucienu jebkurā maršrutā un jebkurā sabiedriskajā transportlīdzeklī visā valsts teritorijā. Tādējādi braukšanas maksas atvieglojumu saņēmēji nevarēs identificēt braucienu ar jebkuras bankas izsniegtu norēķinu līdzekli, tādējādi radot pakalpojuma nepieejamību, monopola situāciju, negodīgas konkurences veidošanās risku konkrētas bankas karšu izsniegšanas un pieņemšanas procesos.   **6.** 2014.gada 9.decembrī Ministru kabinets akceptēja Vides aizsardzības un reģionālās attīstības ministrijas piedāvāto pieeju 2014.-2020.gada ES fondu plānošanas perioda informācijas un komunikācijas tehnoloģijas (IKT) attīstības struktūrfondu pārvaldībai, kas iekļauta Vides aizsardzības un reģionālās attīstības ministrijas informatīvajā ziņojumā “Par pasākumiem, kurus paredzēts īstenot Informācijas sabiedrības attīstības pamatnostādņu 2014.-2020. gadam turpmākās rīcības plānojuma uzdevumu 3.1. “Publiskās pārvaldes IKT centralizētu platformu izveide” un 3.2. “Publiskās pārvaldes pakalpojumu elektronizācija” ietvaros” (turpmāk tekstā – Informatīvais ziņojums). Pieejas pamatā ir vienotas valsts pārvaldes un publisko pakalpojumu IKT arhitektūras izstrāde un ieviešana.  Lai īstenotu Informācijas sabiedrības attīstības pamatnostādnēs 2014.-2020.gadiem (ISAP) noteiktos mērķus, Informatīvais ziņojums nosaka 12 IKT attīstības programmas. Katras programmas ietvaros tiek plānoti vairāki 2014.–2020.gada plānošanas perioda darbības programmas “Izaugsme un nodarbinātība” 2.2.1.specifiskā atbalsta mērķa “Nodrošināt publisko datu atkalizmantošanas pieaugumu un efektīvu publiskās pārvaldes un privātā sektora mijiedarbību” Eiropas Reģionālās attīstības fonda (turpmāk – ERAF) līdzfinansēti projekti.  IKT attīstības programmas “Publiskās pārvaldes IKT infrastruktūras un koplietošanas atbalsta risinājumu attīstība” ietvaros, kā viens no attīstības pasākumiem ir “E-identitātes un e-paraksta risinājumu attīstība”. Tā ietvaros, atbilstoši valsts konceptuālās IKT arhitektūras 7.2.3. apakšnodaļā teiktajam, tiek realizēta LVRTC uzticama sertifikācijas pakalpojumu sniedzēja platformas attīstība par nacionālo infrastruktūru, kas nodrošinās ne tikai eID kartē iekļaujamo autentifikācijas, paraksta un šifrēšanas sertifikātu izsniegšanu un pārvaldību, bet arī nodrošinās eID elektroniskās identifikācijas shēmas attīstību un uzturēšanu atbilstoši eIDAS regulas prasībām tā, lai tā varētu tikt iekļauta ES uzticamības sarakstā un nākotnē kļūtu izmantojama Latvijas iedzīvotājiem, uzņēmējiem un iestādēm piekļuvei citu ES valstu publiskajiem e-pakalpojumiem.  Realizējot projektu “E-identitātes un e-paraksta risinājumu attīstība”, tiek nodrošinātas visas elektroniskās vides priekšrocības, lai valsts un citu ES dalībvalstu radītie pakalpojumi kļūst pieejami ar eID kartēm. E-identitātes un e-paraksta risinājumu attīstība padarītu iespējamus un pieejamus privātpersonām – e-veselība, e-adrese, sabiedriskā transporta bezskaidras naudas norēķinu sistēma u.c. e-pakalpojumus, kuros e-identitāte pati par sevi nav pakalpojums, bet gan veids, kā saņemt publiskos pakalpojumus.  Minētās aktivitātes realizācijai plānots piesaistīt ERAF līdzfinansējumu. Tas nozīmē, ka projekta rezultātā izveidotās platformas darbības laiks nedrīkst būt mazāks par 5 gadiem. Turklāt, sākot ar 2017.gadu, plānots izsniegt jauna parauga eID kartes, kas būs derīgas 10 gadus. Līdz ar to periods, uz kādu LVRTC ir jānodrošina eID kartēs autentifikācijas, paraksta un šifrēšanas sertifikātu izsniegšanu un pārvaldību, kā arī jānodrošina eID elektroniskās identifikācijas shēmas attīstību un uzturēšanu atbilstoši eIDAS regulas prasībām, ir vismaz 10 gadi.  **7.** Tā kā eID karte ir vienīgais valsts nodrošinātais un kontrolētais rīks valsts sniegto e-pakalpojumu saņemšanai, atbilstoši Koncepcijas 3.nodaļā minētajam - personai, kurai tiek izsniegta eID karte, pēc iespējas jāminimizē vai jāizslēdz izmaksas, kas saistītas ar autentifikācijas un e-paraksta izmantošanu. Tāpat vērā ņemams ir Igaunijas piemērs, Igaunijā eID kartes turētājam tiek bez maksas garantētas 10 transakcijas mēnesī jeb 600 transakcijas eID kartes derīguma termiņa laikā.  Vienlaikus atzīmējams, ka droša elektroniskā paraksta un identitātes pakalpojumu nodrošināšana esošajā tiesiskajā regulējumā USPS rada zaudējumus. Zaudējumi ik gadu pārsniedz vienu miljonu *euro*. Tajā pašā laikā nav pamata uzskatīt, ka sertifikācijas pakalpojumu nodrošināšana Latvijā vai kādā citā valstī varētu būt komerciāli attaisnojama, raugoties no šo pakalpojumu sniedzēja viedokļa. Minētās izmaksas ir saistītas gan ar pienākumiem, kas noteikti normatīvajos aktos (piemēram, dalītās piekļuves informācijas sistēmām), gan klientu atbalsta nodrošināšanas un konsultācijas, t.sk. iespēja apturēt un anulēt droša elektroniskā paraksta sertifikātus 24 stundas diennaktī, 7 dienas nedēļā, kā arī nepieciešamību USPS pakalpojumus nodrošināt ar ļoti augstu pieejamību - 99.6%. Tādējādi valstij ir jāpieliek visas pūles, lai izveidotu tādu tiesisko regulējumu, kurā ieguvumi tiktu sabalansēti ar pakalpojuma nodrošināšanai nepieciešamajiem līdzekļiem, un tas ir iespējams pie nosacījuma, ka Latvijas valsts un citu ES dalībvalstu radītie pakalpojumi ir pieejami ar eID kartēm.  Ievērojot minēto, lēmumus par sertifikācijas pakalpojumu attīstību var pamatot, ņemot vērā ieguvumus visas sabiedrības mērogā un salīdzinot tos ar investīcijām un darbības izmaksām gan sertifikācijas pakalpojuma sniedzēja pusē, gan citās pusēs, kas iesaistītas pakalpojumu nodrošināšanā. Lēmumu pamatotībai iespējams izvērtēt līdzīgu pieredzi Igaunijā. Lai apmaksātu tās iedzīvotajiem elektroniskās identifikācijas un elektroniskā paraksta pakalpojumu un uzturētu visu normatīvi un tehniski nepieciešamo infrastruktūru pakalpojuma sniegšanai, Igaunijas valsts ik gadu tērē ap 8,9 milj. *euro*. Salīdzinot abu valstu uzturēšanas izmaksas redzams, ka par faktiski vienāda pakalpojuma nodrošināšanu uz kaimiņvalsts 1,2 milj. iedzīvotājiem tiek tērēti 8.9 milj. *euro*, savukārt Latvijā pēc USPS sniegtajiem aprēķiniem uz 2 milj. iedzīvotāju izmaksas būtu 1,9 milj. *euro*, pieskaitot PMLP eID karšu izsniegšanas pakalpojumu izmaksas. Valsts investīcijas sertifikācijas pakalpojumu nodrošināšanā uz vienu iedzīvotāju atšķiras gandrīz 8 reizes, Igaunijā tās ir 7.416 *euro* uz vienu iedzīvotāju gadā, savukārt Latvijā – 0.95 *euro*. Acīmredzot, šī ievērojamā starpība lielā mērā arī nodrošina elektronisko pakalpojumu daudz plašāku lietojamību kaimiņvalstī.  Tomēr, pat tērējot šādu summu gadā, pēc Igaunijas valsts aprēķiniem, kaimiņvalsts ir ar pozitīvu bilanci. Proti, ieguvumu, tostarp, finansiālu ir vairāk par izdevumiem. Balstoties uz kaimiņvalsts iesniegtu informāciju (aprēķinu) ir redzams pavisam vienkārša ieguvumu /izdevumu attiecība par pēdējiem 10 gadiem:  Izmaksas (10 gados):   * Personu apliecinošu dokumentu ražošana - 36 milj. *euro*; * Sertifikācijas pakalpojumu sniegšana - 11 milj. *euro*; * Personu apliecinošu dokumentu izsniegšana - 9 milj. *euro*.; * Gala patērētāja (mājas lietotāja) dokumentu parakstīšanas un pārbaudes programmatūra - 5 milj. *euro*; * Palīdzības dienests/atbalsts gala (mājas) lietotājam un programmatūras izstrādātājiem – 3 milj. *euro*; * e-pakalpojumu atbalsts - 25 milj. *euro*;   **KOPĀ: 89 milj. *euro***  Ietaupījumi (10 gados):   * Ietaupījums uz valsts klientu apkalpošanas centriem - 40 milj. *euro;* * Pasta izdevumu, papīra, laika un cilvēkresursu ietaupījums lietojot elektroniskos dokumentus ikdienas apritē - 144 milj. *euro*; * Identitātes apliecināšanas ietaupījums salīdzinājumā, ja tas būtu jādara klātienē - 117 milj. *euro*; * Papīra ietaupījumi, mazāk patērēta degviela, kas veicina dabas resursu saglabāšanu, netiek vērtēta naudas izteiksmē.   **KOPĀ: 301 milj. *euro***  Bilance: +212 milj. *euro* ietaupījums jeb 240% atdeve no investīcijām.  **No minētā secināms, ka pat šķietami izdevumi valsts mērogā ir ekonomiski pamatoti, ja tie konsekventi tiek ieguldīti infrastruktūrā, kas veicina izaugsmi, attīstību un efektivitāti gan valsts, gan privātajā sektorā.**  **8.** Turpinot sertifikācijas pakalpojumu piegādi eID karšu izsniegšanas nodrošināšanai no LVRTC, tiek ņemti vērā šādi apsvērumi:   * eID karšu izsniegšana, valstiski pārvaldīta identitātes un droša elektroniskā paraksta nodrošināšana ir valsts funkcija, kuru tā vei, atbilstoši spēkā esošajiem Latvijas likumiem un citiem normatīvajiem aktiem, un ir uzskatāma par vienu no valsts suverenitātes izpausmēm. * saskaņā ar Informatīvo ziņojumu IKT attīstības programmas “Publiskās pārvaldes IKT infrastruktūras un koplietošanas atbalsta risinājumu attīstība”, kā viens no IKT arhitektūras attīstības mugurkaula pasākumiem ir “E-identitātes un e-paraksta risinājumu attīstība”. Tā ietvaros tiek realizēta LVRTC uzticama sertifikācijas pakalpojumu sniedzēja platformas attīstība par nacionālo infrastruktūru, kas nodrošinās ne tikai eID kartē iekļaujamo autentifikācijas, paraksta un šifrēšanas sertifikātu izsniegšanu un pārvaldību, bet arī nodrošinās eID elektroniskās identifikācijas shēmas attīstību un uzturēšanu atbilstoši eIDAS regulas prasībām tā, lai tā varētu tikt iekļauta ES uzticamības sarakstā un nākotnē kļūtu izmantojama Latvijas iedzīvotājiem, uzņēmējiem un iestādēm piekļuvei citu ES dalībvalstu publiskajiem e-pakalpojumiem. * e-pakalpojumu pieejamība, attīstība, lietošanas veicināšana ir visas sabiedrības, tajā skaitā valsts interesēs un ieguvumi ir vērtējami valsts mērogā. Tuvāko pāris gadu laikā būs ieviesti un pieejami daudzi plašai sabiedrībai būtiski e-pakalpojumi (piemēram, e-veselība). Savukārt, bankas būs uzsākušas “stingrās autentifikācijas” risinājumus maksājumu drošības uzlabošanai. Vienlaikus atzīmējams, ka sākot ar 2017.gada aprīli ir jāpiemēro Eiropas banku iestādes (*European Banking Authority*) (turpmāk - EBA) izdotās interneta maksājumu drošības vadlīnijas[[1]](#footnote-1), kas cita starpā nosaka, ka kodu kartes tiek atzītas par nedrošām. Ņemot vērā minēto, nav garantijas, ka bankas arī pēc EBA prasību ieviešanas turpinās sniegt personu elektroniskās identitātes apliecināšanas pakalpojumus un, ka lietotājs arī nākotnē piekļuvei e-pakalpojumiem varēs izmantot internetbankas piekļuves rīkus. Ievērojot minēto, secināms, ka tikai eID kartei nav šķēršļu, lai kļūtu par centrālo personu identifikācijas rīku e-pakalpojumu saņemšanai; * no nepieciešamības nodrošināt nacionālo elektronisko identitāti un drošu elektronisko parakstu izriet virkne prasību pret pakalpojumu sniedzēju, tā kompetencēm, funkcijām, un normatīvo prasību (akreditācijas) nodrošināšanu; * valsts interesēs ir tas, lai e-pakalpojumi sabiedrībai būtu pieejami nepārtraukti un sabiedrība varētu paļauties, ka būs rīks (eID karte), kura pieejamību, ieskaitot finansiālo slogu, nodrošina valsts; * kopš Likuma apstiprināšanas (Saeimā pieņemts 2002.gada 31.oktobrī, spēkā stājās 2003.gada 1.janvārī), kā arī kopš Koncepcijas apstiprināšanas brīža (Ministru kabineta 2010.gada 10.februāra rīkojums Nr.62) līdz šim brīdim, tas ir 13 gadu laikā, USPS skaits Latvijā nav pieaudzis, un LVRTC ir vienīgais Latvijā akreditētais USPS, kurš ar Ministru kabineta lēmumu jau kopš 2009. gada nodrošina drošu elektronisko parakstu un identitāti elektroniskajā vidē.   **9.** LVRTC pieredze, reputācija, lai turpinātu sniegt USPS pakalpojumus un turpinātu sertifikācijas pakalpojumu piegādi eID karšu izsniegšanas nodrošināšanai:   * LVRTC ir vienīgais Latvijas Republikā akreditētais USPS, kurš nodrošina plaša spektra uzticamu sertifikācijas pakalpojumu sniegšanu (kvalificēti sertifikāti, laika zīmogu, e-zīmogs, koda parakstīšanas un SSL sertifikātu u.c. pakalpojumus), tā rīcībā ir atbilstoša pieredze un resursi - augsta drošības līmeņa datu centrs, programmatūra, iekārtas, kvalificēts personāls un zinātība. Kopš sertifikācijas pakalpojumu pārņemšanas no VAS “Latvijas Pasts”, LVRTC mērķtiecīgu darbību rezultātā ir spējis attīstīt sertifikācijas pakalpojumus un e-paraksta lietotāju skaits kopš 2009.gada (kad tika pārņemts no VAS “Latvijas Pasts”) no 253 040 parakstītiem dokumentiem ir audzis līdz 3 211 777 parakstītiem dokumentiem 2015.gadā; * saskaņā ar Ministru kabineta 2012.gada 24.janvāra noteikumu Nr.79 „Noteikumi par darbības programmas "Infrastruktūra un pakalpojumi" papildinājuma 3.2.2.3.aktivitāti "Elektronisko sakaru pakalpojumu vienlīdzīgas pieejamības nodrošināšana visā valsts teritorijā (platjoslas tīkla attīstība)” 5.punktu un Ministru kabineta 2015.gada 24.novembra noteikumu Nr.664 “Darbības programmas “Izaugsme un nodarbinātība” 2.1.1. specifiskā atbalsta mērķa “Uzlabot elektroniskās sakaru infrastruktūras pieejamību lauku teritorijās” pirmās projektu iesniegumu atlases kārtas īstenošanas noteikumi” 11.punktu LVRTC ir apstiprināta par ERAF projekta “Nākamās paaudzes elektronisko sakaru tīkla attīstība lauku reģionos” finansējuma saņēmēju un projekta īstenotāju. Projekta ietvaros platjoslas infrastruktūras uzbūve ir paredzēta Latvijas teritorijās, kurās neviens elektronisko sakaru komersants nesniedz un tuvāko trīs gadu laikā neplāno sniegt interneta piekļuves pakalpojumus ar uzlabotiem datu pārraides parametriem, nodrošinot datu pārraides ātrumu vismaz 30 Mbit/s. Projektu īsteno divās kārtās, pirmo kārtu LVRTC pabeidza 2015.gadā, izbūvējot 177 piekļuves punktus un aptuveni 2000 km optiskā tīkla, otrajā kārtā (līdz 2022.gadam) plānots izbūvēt izbūvēt optiskā tīkla līniju aptuveni 3000 km un izveidot ne mazāk kā 220 piekļuves punktus, kas kopumā, ja tiks izbūvētas abonentlīnijas, nodrošinās platjoslas interneta piekļuves pakalpojumu ar vismaz 30 Mb/s datu pārraides ātrumu vēl 515 000 iedzīvotāju; * LVRTC veic Elektronisko plašsaziņas līdzekļu likuma 13.panta pirmajā daļā, 72.panta pirmajā daļā un 73.panta trešās daļas 3.punktā noteiktos uzdevumus un visā Latvijas teritorijā nodrošina elektronisko plašsaziņas līdzekļu radio programmu izplatīšanu analogajā formātā, kuriem nav savu tehnisko izplatīšanas līdzekļu, sabiedriskā elektroniskā plašsaziņas līdzekļa radio programmu izplatīšanu valsts teritorijā analogajā formātā, kā arī savas infrastruktūras nodrošināšanu komersantam, kuram piešķirtas televīzijas programmu zemes apraidei ciparformātā nepieciešamā radiofrekvenču spektra lietošanas tiesības, elektronisko plašsaziņas līdzekļu programmu zemes apraidei ciparformātā. LVRTC infrastruktūra nodrošina to, ka zemes ciparu televīzijas vienā tīklā ir ietvertas nacionālās TV programmas (gan nacionālo sabiedrisko, gan nacionālo komerciālo televīziju programmas), kas Latvijas iedzīvotājiem ir pieejamas bez maksas; * LVRTC, ievērojot Mobilizācijas likumā un Ministru kabineta 2009.gada 28.aprīļa noteikumos Nr.365 “Noteikumi par pasta, radio, televīzijas un citu plašsaziņas līdzekļu darba nodrošināšanu valsts apdraudējuma gadījumā”, izstrādā un uztur nepieciešamos tehniskos resursus, lai nodrošinātu iedzīvotāju apziņošanu visā Latvijas Republikas teritorijā; * LVRTC, ievērojot Ministru kabineta 2003.gada 29.aprīļa noteikumus Nr.242 “Satiksmes ministrijas nolikums”, uz deleģējuma līguma pamata nodrošina datu centra pakalpojumus valsts informācijas sistēmai darbam ar ES dokumentiem līdz 2019.gada 1.jūlijam. * LVRTC nodrošina augstākā līmeņa domēna gov.lv uzturēšanu.   **10.** Lietderības apsvērumi un ieguvumi:   * turpinot saņemt sertifikācijas pakalpojumu piegādi eID karšu izsniegšanas nodrošināšanai no LVRTC, kurš darbojas kā valsts akciju sabiedrība, kuras kapitāldaļas nav atsavināmas vai privatizējamas ne kopumā, ne daļēji un kura 100% akciju turētājs ir Satiksmes ministrija, saglabājas valsts kontrole pār valsts kritisko infrastruktūru, kā arī informāciju, kura tiek apstrādāta, izmantojot šo infrastruktūru; * atzīmējams, ka eID kartes  ir viena no jomām, kurā nav vēlama vairāku USPS kvalificētu sertifikātu izmantošana, jo tas ievērojami var sadārdzināt esošā projekta izmaksas, radīt savietojamības problēmas, kā arī papildu darbu ar lietotājiem, skaidrojot vairākas sistēmas. Minēto pamato arī Igaunijas pieredze, kur eID kartēs sertifikācijas pakalpojumus nodrošina tikai viens sertifikācijas pakalpojumu sniedzējs.   **12.** Analizējot rīkojuma projekta ietekmi uz brīvas konkurences tiesību aktu regulējuma ievērošanu, norādāms, ka saskaņā ar pašreizējo normatīvo aktu regulējumu USPS funkcijas veic LVRTC. No minētā izriet, ka izvēloties sertifikācijas pakalpojuma sniedzēju ir jāņem vērā Likumā noteiktais, proti, sertifikācijas pakalpojuma sniedzējam ir jāatbilst Elektronisko dokumentu likuma 9. pantā minētajām prasībām. Atzīmējams, ka trīs gadu laikā pēc Likuma stāšanās spēkā 2003.gadā sertifikācijas pakalpojumu tirgū nebija ienācis neviens privātais uzņēmums. Lai nodrošinātu vietējā un starptautiskā mērogā atzītu, normatīvajos aktos nostiprinātu drošu sertifikācijas pakalpojumu sniegšanu, valsts ar Ministru kabineta 2005.gada 7.novembra rīkojumu Nr.714 “Par droša elektroniskā paraksta nesēja izvēli un droša elektroniskā paraksta ieviešanu Latvijas Republikā”[[2]](#footnote-2), iniciējot un investējot sertifikācijas pakalpojumu infrastruktūrā, noteica, ka tai ir nepieciešams drošs elektroniskais paraksts. Tādējādi personas identitātes pārbaudes un gribas izpausmes apliecināšanas funkciju elektroniskajā vidē no 2006.gada līdz 2009.gadam realizēja VAS “Latvijas Pasts”, savukārt no 2009.gada – LVRTC. Līdz ar to LVRTC ir vienīgais USPS, kas ir reģistrēts Latvijas Republikā un atbilst Elektronisko dokumentu likuma 9. panta prasībām. Papildus tam norādāms, ka Ministru kabinets, apstiprinot politikas plānošanas dokumentus par jauniem valsts nodrošinātiem personu autentifikācijas risinājumiem norādīja uz LVRTC kā potenciālu droša elektroniskā paraksta radīšanas datu un kvalificēta sertifikāta pakalpojumu sniedzēju, proti:   * Nacionālais attīstības plāns 2014.–2020.gadam. Rīcības virziens „Pakalpojumu pieejamība līdzvērtīgāku darba iespēju un dzīves apstākļu radīšanai” (apstiprināts ar 20.12.2012. Saeimas sēdē); * Pamatnostādnes „Latvijas kiberdrošības stratēģija 2014.-2018.gadam” (apstiprināts ar Ministru kabineta 21.01.2014. rīkojumu Nr.40 (prot. Nr.3 43.§)) un Grozījumi pamatnostādnēs "Latvijas kiberdrošības stratēģija 2014.-2018.gadam" (apstiprināti ar Ministru kabineta 09.07.2014. rīkojumu Nr.347 (prot. Nr.38 45.§); * Deklarācijas par L.Straujumas vadītā Ministru kabineta iecerēto darbību 27.punkts; * Deklarācijas par M.Kučinska vadītā Ministru kabineta iecerēto darbību 34.punkts; * Par Uzņēmējdarbības vides uzlabošanas pasākumu plānu 2014.-2015.gadam (apstiprināts ar Ministru kabineta 28.11.2014. rīkojumu Nr.694 (prot. Nr.65 82.§); * Informācijas sabiedrības attīstības pamatnostādnes 2014.–2020.gadam - rīcības virzieni „Moderna un efektīva publiskā pārvalde”, „Uzticēšanās un drošība”, „E-pakalpojumi un digitālais saturs sabiedrībai” (apstiprinātas ar Ministru kabineta 14.10.2013. rīkojumu Nr.486); * Latvijas nacionālā reformu programma „ES 2020” stratēģijas īstenošanai „2.3.Sabalansētas tautsaimniecības attīstības nodrošināšana, veicinot tirgojamo nozaru attīstību un ceļot produktivitāti” virziens „Informācijas un komunikāciju tehnoloģiju (IKT) attīstība un digitālā vienotā tirgus ieviešana" (apstiprināta Ministru kabineta 26.04.2011. sēdē (prot.Nr.27, 34.§); * Koncepcijas projekts „Par interneta vēlēšanu sistēmas izveidi” (izskatīts Ministru kabineta komitejas 23.09.2013. sēdē, prot.Nr.35. 1.§); * “Par pasākumiem, kurus paredzēts īstenot Informācijas sabiedrības attīstības pamatnostādņu 2014.-2020. gadam turpmākās rīcības plānojuma uzdevumu 3.1. "Publiskās pārvaldes IKT centralizētu platformu izveide" un 3.2. "Publiskās pārvaldes pakalpojumu elektronizācija" ietvaros” (izskatīts Ministru kabineta sēdē 09.12.2014. (prot.Nr.69 50.§); * Koncepcija par vienota autentifikācijas mehānisma ieviešanas iespējām valsts informācijas sistēmās (apstiprināta ar Ministru kabineta 30.03.2011. rīkojumu Nr.140); * Latvijas ilgtspējīgas attīstības stratēģija līdz 2030.gadam – „Inovatīva pārvaldība un sabiedrības līdzdalība/E-pārvaldība un sabiedriskā inovācija” 448.punkts (apstiprināta 10.06.2010. Saeimas sēdē).   Deleģēšanas līguma, kas noslēgts starp PMLP un LVRTC par sertifikācijas pakalpojumu piegādi elektronisko identifikācijas karšu (personas apliecību) izsniegšanas nodrošināšanai izpildei līdz 2016.gada 31.decembrim no valsts budžeta ir piešķirti līdzekļi 847035 EUR apjomā katru gadu un jauna deleģēšanas līguma izpildei, sākot ar 2017.gada 1.janvāri ar termiņu 10 gadi, finansējums saglabājas iepriekšējā apjomā, tas ir, katru gadu 847035 EUR un papildu finansējums nav nepieciešams. |
| 3. | Projekta izstrādē iesaistītās institūcijas | PMLP, Vides aizsardzības un reģionālās attīstības ministrija, Satiksmes ministrija |
| 4. | Cita informācija | Saskaņā ar2011.gada 16.augusta rīkojumu Nr. 377 “Grozījumi Elektronisko identifikācijas karšu koncepcijā” 3.punktu, Pilsonības un migrācijas lietu pārvaldei saskaņā ar Publisko iepirkumu likuma 8. panta septīto un 7.1 daļu jānoslēdz līgums ar valsts akciju sabiedrību “Latvijas Valsts radio un televīzijas centrs” par sertifikācijas pakalpojumu piegādi elektronisko identifikācijas karšu (personas apliecību) izsniegšanas nodrošināšanai.  Savukārt saskaņā ar Ministru kabineta 2012.gada 21.februāra noteikumu Nr.134 “Personu apliecinošu dokumentu noteikumi” 32.1.apakšpunktu, datu elektroniskā paraksta radīšanai un pārbaudei un autentifikācijas sertifikāta iekļaušanai eID kartē, personai jāpiesakās pie USPS, norādot precīzi, ka pie LVRTC.  Ievērojot iepriekšminētā Ministru kabineta rīkojuma un Ministru kabineta noteikumu spēkā stāšanās laiku, secināms, ka 2011.gadā līguma noslēgšanai piemērojamas noteiktās Publisko iepirkumu likuma normas, savukārt, savukārt pēc 2012.gadā spēkā stājušiem Ministru kabineta noteikumiem Nr.134, kuros ir iekļauta norma, ka valsts akciju sabiedrība “Latvijas Valsts radio un televīzijas centrs” nodrošina sertifikācijas pakalpojumus eID kartēs, uzdevuma izpildei noslēdz deleģēšanas līgumu, atbilstoši Valsts pārvaldes iekārtas likumā noteiktajam, nepiemērojot Publisko iepirkumu likumu. |

|  |  |  |
| --- | --- | --- |
| **II. Tiesību akta projekta ietekme uz sabiedrību, tautsaimniecības attīstību**  **un administratīvo slogu** | | |
| 1. | Sabiedrības mērķgrupas, kuras tiesiskais regulējums ietekmē vai varētu ietekmēt | Jebkura fiziskā persona no 14 gadu vecuma, kura saņem eID karti ar tajā ietvertiem sertifikātiem un kura izmanto eID kartē ietvertos kvalificētos sertifikātus. |
| 2. | Tiesiskā regulējuma ietekme uz tautsaimniecību un administratīvo slogu | Ievērojot to, ka rīkojuma projekts paredz noteikt, ka eID karšu sertifikācijas pakalpojumu sniedzēja funkcijas veic LVRTC, kurš saskaņā ar Koncepcijā noteikto daļu no ieņēmumiem, kas iegūti sertifikācijas pakalpojumu sniegšanas rezultātā, novirzīs e-paraksta infrastruktūras uzturēšanai, tiks veidota e-pakalpojumiem draudzīga vide, nodrošinot to turpmāko attīstību, vienlaikus mazinot administratīvo slogu jebkuram procesa dalībniekam, kas pakalpojuma saņemšanai izmantos eID kartes sertifikācijas pakalpojumus. |
| 3. | Administratīvo izmaksu monetārs novērtējums | Projekts šo jomu neskar. |
| 4. | Cita informācija | Nav. |

|  |  |  |
| --- | --- | --- |
| **VI. Sabiedrības līdzdalība un komunikācijas aktivitātes** | | |
| 1. | Plānotās sabiedrības līdzdalības un komunikācijas aktivitātes saistībā ar projektu | Projekts paredz risināt organizatoriskus valsts pārvaldes jautājumus un neierobežo sabiedrības pārstāvju vai indivīda tiesības. Sabiedrības informēšanas pasākumi tika veikti izstrādājot Koncepciju un apstiprinot Koncepcijā ietvertā risinājuma 3.variantu. |
| 2. | Sabiedrības līdzdalība projekta izstrādē | Projekts šo jomu neskar. |
| 3. | Sabiedrības līdzdalības rezultāti | Projekts šo jomu neskar. |
| 4. | Cita informācija | Nav. |

|  |  |  |
| --- | --- | --- |
| **VII. Tiesību akta projekta izpildes nodrošināšana un tās ietekme uz institūcijām** | | |
| 1. | Projekta izpildē iesaistītās institūcijas | PMLP, LVRTC |
| 2. | Projekta izpildes ietekme uz pārvaldes funkcijām un institucionālo struktūru.  Jaunu institūciju izveide, esošu institūciju likvidācija vai reorganizācija, to ietekme uz institūcijas cilvēkresursiem | Projekts šo jomu neskar. |
| 3. | Cita informācija | Nav. |

Anotācijas III, IV, V, sadaļa – projekts šīs jomas neskar
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1. Final guidelines on the security on internet payments, 19 December 2014 [↑](#footnote-ref-1)
2. Ministru kabineta 2011.gada 30.marta rīkojums Nr.139 “Par Ministru kabineta 2005.gada 7.novembra rīkojuma Nr.714 "[Par droša elektroniskā paraksta nesēja izvēli un droša elektroniskā paraksta ieviešanu Latvijas Republikā](http://likumi.lv/ta/id/121005-par-drosa-elektroniska-paraksta-neseja-izveli-un-drosa-elektroniska-paraksta-ieviesanu-latvijas-republika)" atzīšanu par spēku zaudējušu [↑](#footnote-ref-2)